**Politique Générale de la Sécurité de l’Information**

**Pour assurer son développement et son évolution technologique, <<<<<<< gère et partage avec ses clients, partenaires et fournisseurs un capital informationnel onéreux et précieux. Notre but est de protéger les données de nos clients en leur procurant un niveau de confiance à la hauteur des enjeux en s’appuyant sur les normes et les plus hauts standards de sécurité, tant dans nos pratiques que dans nos offres de services, nos systèmes de paiement électronique et nos produits à valeur ajoutée.**

***Notre ultime objectif est de garantir la protection de nos actifs informationnels contre toutes les menaces, qu'elles soient internes ou externes, délibérées ou accidentelles, et accroitre ainsi la confiance des clients et des différents partenaires.***

**Situé au cœur de l’économie numérique, <<<<<<< offre un environnement idéal pour fournir des services financiers dotés de niveaux élevés d’évolutivité, de résilience et de sécurité.**
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**Pour cela, les piliers sur lesquels repose notre stratégie en matière de la sécurité de l’information se présentent principalement ainsi :**

**Considérer que la sécurité est une valeur fondamentale, un facteur de progrès et un indicateur de qualité et d’efficacité.**

**Garantir la disponibilité, la confidentialité, l'intégrité de l'information et des moyens de preuve et de contrôle.**

**Garantir le respect des différents Codes de conduite adoptés ////// concernant l'utilisation et la gestion des technologies de l'information et des communications.**

**Se conformer aux lois, règlements, normes nationales et internationales en vigueur en matière de Sécurité de l’information.**

**Répondre aux attentes des partenaires, citoyens et clients qui dans le cadre de nos services émettent des exigences en matière de Sécurité de l’information.**

**Pour atteindre les objectifs fixés par notre politique de sécurité de l’information, nous avons défini un SMSI (Système de Management de la Sécurité de l’Information) au sein du processus de gestion du paiement électronique selon le référentiel ISO 27001 version 2022.**

**La Direction Générale soutient cette démarche de sécurité et s’engage à mettre à disposition les moyens humains, financiers, organisationnels et techniques nécessaires pour la réalisation des objectifs de la présente politique, le respect des exigences applicables en matière de sécurité ainsi que pour le maintien et l’amélioration continue du système de management de la sécurité de l’information.**

**Consciente, que la démarche de sécurité ne peut s’inscrire que dans une dynamique globale d’entreprise, la Direction Générale compte sur l’implication de l’ensemble du personnel, sans égard à la position.**

**Le Président Directeur Général**